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At a regular meeting of the Southampton County Board of Supervisors held in the Board Room of 
the Southampton County Office Center, 26022 Administrative Center Drive, Courtland, Virginia 
on November 24, 2008 at 6:00 PM.         

 
SUPERVISORS PRESENT 

Dallas O. Jones, Chairman  (Drewryville) 
Walter L. Young, Jr., Vice-Chairman  (Franklin) 

Walter D. Brown, III  (Newsoms) 
Anita T. Felts  (Jerusalem) 

Ronald M. West  (Berlin-Ivor) 
Moses Wyche  (Capron) 

 
SUPERVISORS ABSENT 

Carl J. Faison  (Boykins-Branchville) 
 

OTHERS PRESENT 
Michael W. Johnson, County Administrator (Clerk) 
James A. Randolph, Assistant County Administrator 

Julia G. Williams, Finance Director 
Julien W. Johnson, Jr., Public Utilities Director 

Richard E. Railey, Jr., County Attorney 
Susan H. Wright, Administrative Secretary 

 
Chairman Jones called the meeting to order, and after the Pledge of Allegiance, Supervisor Brown 
gave the invocation.   
 
Chairman Jones and the other supervisors welcomed back Vice-Chairman Young who had been 
recovering from an illness/surgery.  Chairman Jones noted that Supervisor Faison would not be 
present tonight, as he was sick with a cold/flu.    
 
Chairman Jones sought approval of the minutes of the October 27, 2008 regular meeting.  Mr. 
Michael Johnson, County Administrator, advised that Vice-Chairman Young had pointed out a 
correction on page 123, 7th paragraph from the bottom.  The part of the sentence that stated 
“increase 1 cent to $0.78 in 2012” should read, “increase 3 cents to $0.78 in 2012.”  The minutes 
were approved with that correction.     
 
Regarding highway matters, Chairman Jones recognized Mr. Joe Lomax, Residency Administrator 
of the Virginia Department of Transportation (VDOT) Franklin Residency.   
 
Mr. Lomax advised that Edgehill was out of VDOT’s hands – they were waiting on the permit 
from the Corp of Engineers.     
 
Supervisor Brown thanked Mr. Lomax for taking care of the limb that was blocking the 
Chereonaka (Nottoway) Indian Tribe Adopt-A-Highway sign on Business 58.   
 
Supervisor Brown asked how were secondary roads prioritized regarding bad weather (snow, ice)?  
Mr. Lomax replied that they were prioritized based on population.   
 
Chairman Jones asked if a possible turn lane at Adams Grove had been checked into?  Mr. Lomax 
replied that there were right of way issues – they were not sure whether or not there was enough 
room for a turn lane.   
 
Supervisor West informed that regarding the possible highway abandonment of a portion of Route 
622 near Zuni, it was in the hands of Mr. Jerry Kee, Assistant Residency Administrator.   
 
Mr. Kee advised that he just received the traffic counts.  He hoped to have something for Mr. West 
to share with them next month.  
 
Regarding reports, various reports were received and provided in the agenda.  They were Financial 
Report, Sheriff’s Office, Animal Control, Communication Center Activity Report, Traffic Tickets, 
Building Permits, and New Housing Starts.  Also Cooperative Extension, Treasurer’s Office, 
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Delinquent Tax Collection, EMS and Fire Department Activity, Solid Waste Quantities, and 
Personnel.  
 
In regards to the personnel report, Mr. Johnson advised that Daniel L. Fowler, Jr., was hired in the 
Utilities Department effective 10/27/08 at an annual salary of $25,780.  Timothy A. Christenson 
was hired in the Utilities Department effective 11/17/08 at an annual salary of $25,780.  He 
informed that David S. Lee was hired in the Sheriff’s Office effective 11/01/08 at an annual salary 
of $29,843.  The salary of Dennis E. Beale of the Utilities Department increased effective 11/01/08 
to $27,068 due to reclassification.  He stated that Quentin J. Turner resigned from the Utilities 
Department effective 10/26/08.  J. Michael Blythe of the Sheriff’s Office was on active military 
leave effective 07/09/08.      
 
Moving to financial matters, Mr. Johnson announced that included in the agenda was an 
appropriations resolution with a total appropriation of $483,194.97.  This sum represented the 
balance of local funding budgeted for school operations in FY 2008 that was not expended by the 
School Board.  Consistent with the Board’s policy over the past 13 years, he was recommending 
that those funds be appropriated for the School Board’s use in FY 2008.  He noted that the money 
was divided for instructional costs for elementary and secondary schools and for textbooks.   
 
The appropriations resolution is as follows: 
 
     At a meeting of the Board of Supervisors of Southampton County,   

Virginia on Monday, November 24, 2008   

     

   RESOLUTION   

     

BE IT RESOLVED by the Board of Supervisors of Southampton County,   

Virginia that the following appropriations be and hereby are made   

for the period of July 1, 2008 through June 30, 2009 for the function and   

purpose indicated:     

     

     

From the General Fund to the School    

Operating Fund to be expended only     

on order of the Southampton County    

School Board:     

     

4-205-61100-3000-002-9-100  Other Instructional Costs-District Elem 213,057.49  

      61100-3000-003-9-100  Other Instructional Costs-District Sec 213,057.48  

      61100-6020-003-1-100  Testbooks Furnished Free - Reg  57,080.00  

     ____________ 

   TOTAL 483,194.97  

     

     

    ============ 

  TOTAL APPROPRIATION  483,194.97  

     

     

     

     

REVENUE APPROPRIATION  NOVEMBER 2008   

(REVENUE RECEIVED FOR ABOVE EXPENDITURES)   

     

     

     

3-205-41050-0001  Transfer In From Other Funds   483,194.97  
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    ============ 

  TOTAL APPROPRIATION  483,194.97  

     

     

GENERAL FUND ENTRIES FOR ABOVE APPROPRIATION:   

4-100-93000-9200  Transfer out to Schools  483,194.97  

3-100-41050-0005  Transfer in-General Fund Reserve  483,194.97  

     

     

     

A copy teste:  _________________________, Clerk   

                                Michael W. Johnson   

     

Southampton County Board of Supervisors   

11/24/2008     
 
 
Supervisor Brown moved, seconded by Supervisor Wyche, to adopt the appropriations 
resolution.  All were in favor.   
 
Mr. Johnson announced that bills in the amount of $3,779,133.77 had been received.   
 
Supervisor Brown moved, seconded by Supervisor Felts, that the bills in the amount of 
$3,779,133.77 be paid with check numbers  89588 through 90155.  All were in favor.       
 
Moving to appointments, Mr. Johnson announced that as discussed last month, the term of Mr. E.  
Beale Carter, Jr. on the Industrial Development Authority would expire December 31, 2008.  
Appointments were for a 4-year term and he was eligible for reappointment.  Mr. Carter had 
served on the authority since it was created in 1969 and currently served as Chairman.  He resided 
in the Newsoms District.   
 
Supervisor Brown indicated that he had spoken with Mr. Carter and he was willing to continue to 
serve.    
 
Supervisor Brown moved, seconded by Vice-Chairman Young, to reappoint Mr. E. Beale 
Carter, Jr. to the Industrial Development Authority.  All were in favor.     
 
Mr. Johnson advised that as also discussed last month, it was necessary for the Board to appoint a 
successor for Mr. Richard Francis, who recently resigned his position on the Southeastern Virginia 
Alcohol Safety Action Program (VASAP) Board of Directors.  Under Virginia statutes, any person 
convicted of a first or second offense of driving while intoxicated was required by the Court to 
successfully complete an alcohol safety action program.  VASAP offered a number of programs, 
depending upon the nature of the offense and the offender, including a 20-hour class on substance 
abuse and driving, an intensive 20-hour program for probationers at risk of addiction, alcohol and 
drug treatment programs, and programs for young offenders, habitual offenders, and first time 
drug offenders.  Programs were funded without state or local government tax dollars – each 
probationer was required to pay a participation fee and their own cost of treatment.  Since 1987, 
Southampton County had participated in the program with the Chesapeake, Franklin, Portsmouth, 
Suffolk and  Isle of Wight.   
 
Mr. Johnson noted that Sheriff Francis may have a recommendation for their consideration.   
 
Sheriff Francis advised that Gene H. Drewry, an employee of the Sheriff’s Office, was willing to 
serve.   
 
Supervisor Wyche moved, seconded by Vice-Chairman Young, to appoint Gene H. Drewry 
to succeed Richard Francis on the Southeastern VASAP Board of Directors.  All were in 
favor.   
 
Mr. Johnson informed that it recently came to his attention that the terms for two members of the 
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Board of Building Code Appeals had expired – Bob Edwards (Jerusalem) and E. P. “Buddy” Kea, 
Jr. (Berlin-Ivor).  Mr. Edward’s term would run through 2012 and Mr. Kea’s through 2013.   
 
Supervisor Felts indicated that she had spoken with Mr. Edwards and he was willing to continue to 
serve.   
 
Supervisor Felts moved, seconded by Vice-Chairman Young, to reappoint Mr. Bob Edwards 
to the Board of Building Code Appeals.  All were in favor.   
 
Supervisor West indicated that he had only exchanged messages with Mr. Kea and would report 
back next month.   
 
Moving forward, Mr. Johnson announced that he had invited Mr. Rowland L. “Bucky” Taylor, 
Executive Director of the Southeastern Public Service Authority (SPSA) to provide a status update 
on the affairs of SPSA.  Included in the agenda was a copy of his recent memorandum to the SPSA 
Board with his observations over the first 90 days of his tenure.   
 
Mr. Bucky Taylor addressed the Board.  The aforementioned memo, which served as an outline to 
his remarks, is as follows: 
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Mr. Taylor stated that perhaps the most disconcerting news was the projected $3.4 million revenue 
shortfall in the cur rent fiscal year.  The municipal tipping fee was previously expected to decrease 
from $104 to $80 per ton beginning in February 2009.  However, with the revenue shortfall, that 
was no longer the case, and in fact, the municipal tipping fee would likely increase considerably.  
Mr. Taylor noted that $40 million of SPSA’s budget was debt service.   
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Supervisor Brown advised that he was concerned about the possible increase in tipping fees.  Mr. 
Taylor stated that he shared his concerns.   
 
Supervisor West stated that he viewed the Waste-to-Energy plant as a cash cow they should keep.   
  
Mr. Taylor welcomed the Board to contact him at any time with any questions or concerns.  If he 
did not know the answer, he would find out the answer and get back to them.  He hoped he could 
come before them very soon and say he had good news.   
 
Moving forward, Mr. Johnson announced that included in the agenda was an application for a 
fireworks display permit from Howard L. Vinson, Jr., pursuant to Section 10-73 of the 
Southampton County Code.  The display was scheduled for Christmas Eve between 8:15 and 9:00 
PM on the grounds of Hunterdale Baptist Church at 23099 Sedley Road, Franklin.  Similar events 
had been held the last several years without incident.  The application was in order and a draft 
permit was included in the agenda for their consideration.   
 
Vice-Chairman Young moved, seconded by Supervisor Felts, to issue fireworks display 
permit.  All were in favor.   
 
Moving forward, Mr. Johnson announced that the Fair and Accurate Credit Transactions (FACT) 
Act of 2003 led to the development of what was commonly referred to as the “Red Flags Rule,” 
which provided that financial institutions and certain other “creditors” have written identity theft 
prevention programs to identify, detect, and respond to activities that may lead to identity theft.  
Under federal law, local governments were considered to be “creditors” and accordingly, were 
subject to the requirements.  While the law initially specified a November 1, 2008 deadline for 
compliance, the Federal Trade Commission recently announced that it would suspend enforcement 
of the rule until May 1, 2009, giving local governments additional time to put the policies in place.   
He advised that under the Red Flags Rules, creditors must develop a written program that 
identified and detected the relevant warning signs, or “red flags”, of identity theft.   The Virginia 
Municipal League developed a model policy or program, with legal assistance from the law firm 
of LeClair Ryan, specifically tailored for local governments.  A copy of that policy was included 
in the agenda.  The model identified five (5) base “red flags,” including: 
 

1) Notifications and warnings from credit reporting agencies; 
2) Suspicious documents including those that appeared to have been altered or forged or 

those with an inconsistent photograph and physical description; 
3) Suspicious personal information such as inconsistent dates of birth, fictitious addresses, 

social security numbers already given by another customer, etc.; 
4) Suspicious account activity such as mail to the account holder being returned as 

undeliverable, payments stop on an otherwise consistently up-to-date account, etc.; and 
5) Alerts from others that someone had opened or was maintaining a fraudulent account.   

 
Mr. Johnson continued that the policy required our accounting personnel to check and verify 
certain information when new accounts were opened (DOB, address, driver’s license number) and 
verify the customer’s identity before opening the account.  It further required accounting personnel 
to verify the identity of customers who requested account information before releasing that 
information.  If any of the red flags described above were “triggered,” depending upon the degree 
of risk, the staff may simply notify the customer, close an existing account, reopen an account with 
a new account number, notify law enforcement, or determine that no response was warranted.  The 
policy also required that computers with access to account information be password protected and 
that their screens lock after a set period of time.  In addition, it obligated the local government to 
ensure complete destruction of paper documents and computer files that contained customer 
information.  While it would take additional time to compare our current practices and policies to 
the model policy and to train our staff on the model policy, he was seeking their consideration in 
adopting the policy as prepared by the Virginia Municipal League.   
 
The model policy prepared by the Virginia Municipal League (VML) is as follows: 
 

Model Policy 
 

Identity Theft Prevention Program 
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Purpose 
 
The purpose of the program is to establish an Identity Theft Prevention Program designed to detect, 
prevent and mitigate identity theft in connection with the opening of a covered account or an existing 
covered account and to provide for continued administration of the Program in compliance with Part 
681 of Title 16 of the Code of Federal Regulations implementing Sections 114 and 315 of the Fair and 
Accurate Credit Transactions Act (FACTA) of 2003. 
 
Definitions  
 
Covered account means: 
 

1.   An account that a creditor offers or maintains, primarily for personal, family, or household 
purposes that involves or is designed to permit multiple payments or transactions. Covered 
accounts include utility accounts; and  

 
2.   Any other account that the creditor offers or maintains for which there is a reasonably 

foreseeable risk to customers or to the safety and soundness of the creditor from identity 
theft, including financial, operational, compliance, reputation or litigation risks. 

 
Credit means the right granted by a creditor to a debtor to defer payment of debt or to incur debts and 
defer its payment or to purchase property or services and defer payment therefor. 
 
Creditor means any person who regularly extends, renews, or continues credit; any person who 
regularly arranges for the extension, renewal, or continuation of credit; or any assignee of an original 
creditor who participates in the decision to extend, renew, or continue credit. 
 
Identifying information is any name or number that may be used, alone or in conjunction with any 
other information, to identify a specific person, including:  name, address, telephone number, Social 
Security number, date of birth, government issued driver’s license or identification number, alien 
registration number, government passport number, employer or taxpayer identification number, unique 
electronic identification number, computer’s Internet Protocol (IP) address, or routing code. 
 
Identity theft means fraud committed or attempted using the identifying information of another person 
without authority. 
 
Red flag means a pattern, practice or specific activity that indicates the possible existence of identity 
theft. 
 
The Program 
 
Southampton County (name of city/town/county) establishes an Identity Theft Prevention Program to 
detect, prevent and mitigate identity theft. The Program shall include reasonable policies and 
procedures to: 
 

1.  Identify relevant red flags for covered accounts it offers or maintains and incorporate those 
red flags into the program;  

2.  Detect red flags that have been incorporated into the Program;  
3.  Respond appropriately to any red flags that are detected to prevent and mitigate identity 

theft; and 
4.  Ensure the Program is updated periodically to reflect changes in risks to customers and to 

the safety and soundness of the creditor from identity theft. 
 
The program shall, as appropriate, incorporate existing policies and procedures that control reasonably 
foreseeable risks. 
 
Identification of Relevant Red Flags 
 
In order to identify relevant Red Flags, the locality considers the types of accounts that it offers and 
maintains, the methods it provides to open its accounts, the methods it provides to access its accounts 
and its previous experience with Identify Theft.  The locality identifies the following red flags, in each 
of the listed categories: 

 
A. Notifications and Warnings From Credit Reporting Agencies 
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• Report of fraud accompanying a credit report; 
• Notice or report from a credit agency of a credit freeze on a customer or applicant; 
• Notice or report from a credit agency of an active duty alert for an applicant; and 
• Indication from a credit report of activity that is inconsistent with a customer’s usual 

pattern or activity. 
 

B. Suspicious Documents 
 

• Identification document or card that appears to be forged, altered or inauthentic; 
• Identification document or card on which a person’s photograph or physical description is 

not consistent with the person presenting the document; 
• Other document with information that is not consistent with existing customer information 

(such as if a person’s signature on a check appears forged); and 
• Application for service that appears to have been altered or forged. 

 
 C. Suspicious Personal Identifyin g Information 
   

• Identifying information presented that is inconsistent with other information the customer 
provides (example: inconsistent birth dates); 

• Identifying information presented that is inconsistent with other sources of information (for 
instance, an address not matching an address on the credit report); 

• Identifying information presented that is the same as information shown on other 
applications that were found to be fraudulent; 

• Identifying information presented that is consistent with fraudulent activity (such as an 
invalid phone number or fictitious billing address); 

• Social Security number presented that is the same as one given by another customer; 
• An address or phone number presented that is the same as that of another person; 
• A person fails to provide complete personal identifying information on an application when 

reminded to do so (however, by law social security numbers must not be required); and 
• A person’s identifying information is not consistent with the information that is on file for 

the customer. 
 

D. Suspicious Account Activity or Unusual Use of Account 
   

• Change of address for an account followed by a request to change the account holder’s 
name; 

• Payments stop on an otherwise consistently up-to-date account; 
• Account used in a way that is not consistent with prior use (example: very high activity); 
• Mail sent to the account holder is repeatedly returned as undeliverable; 
• Notice to the locality that a customer is not receiving mail sent by the locality; 
• Notice to the locality  that an account has unauthorized activity: 
• Breach in the locality’s computer system security; or 
• Unauthorized access to or use of customer account information. 

 
E. Alerts from Others 

   
• Notice to the locality from a customer, identity theft victim, law enforcement or other 

person that it has opened or is maintaining a fraudulent account for a person engaged in 
Identity Theft. 

 
Detection of Red Flags 
 
A. New Accounts 
   
In order to detect any of the Red Flags identified above associated with the opening of a new account, 
the city’s / town’s or county’s personnel will take the following steps to obtain and verify the identity 
of the person opening the account: 
   

• Require certain identifying information such as name, date of birth, residential or business 
address, principa l place of business for an entity, driver’s license or other identification; 

• Verify the customer’s identity (for instance, review a driver’s license or other identification 
card); 

• Review documentation showing the existence of a business entity; and 
• Independently contact the customer. 
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B. Existing Accounts 
 
  In order to detect any of the Red Flags identified above for an existing account, the city’s / 
town’s / county’s personnel will take the following steps to monitor transactions with an account: 
   

• Verify the identification of customers if they request information, whether in person, via 
telephone, via facsimile or via e-mail; 

• Verify the validity of requests to change billing addresses; and 
• Verify changes in banking information given for billing and payment purposes. 

 
Response to suspected identity theft  
 
In the event Southampton County’s personnel detect any identified Red Flags, such personnel shall 
take one or more of the following steps, depending on the degree of risk posed by the Red Flag: 
   

• Continue to monitor an account for evidence of Identify Theft; 
• Contact the customer: 
• Change any passwords or other security devices that permit access to accounts; 
• Not open a new account; 
• Close an existing account; 
• Reopen an account with a new number; 
• Notify the Program Administrator for determination of the appropriate step(s) to take; 
• Notify law enforcement; or 
• Determine that no response is warranted under the particular circumstances. 

 
In order to further prevent the likelihood of identity theft occurring with respect to utility accounts, the 
city / town / county will take the following steps with respect to its internal operating procedures to 
protect customer identifying information: 
 

• Ensure that its website is secure or provide clear notice that the website is not secure; 
• Ensure complete and secure destruction of paper documents and computer files containing 

customer information; 
• Ensure that the office computers are password protected and that computer screens lock 

after a set period of time; 
• Keep offices cle ar of papers containing customer information; 
• Request only the last 4 digits of social security numbers (if any); 
• Ensure computer virus protection is up to date; and 
• Require and keep only the kinds of customer information that are necessary for utility 

purposes. 
 
Updating the Program 
 
The Program shall be updated periodically to reflect changes in risks to customers or to the safety and 
soundness of the organization from identity theft based on factors such as: 
 

• The experiences of the organization with identity theft; 
• Changes in methods of identity theft; 
• Changes in methods to detect, prevent and mitigate identity theft; 
• Changes in the types of accounts that the organization offers or maintains; 
• Changes in the business arrangements of the organization, inclu ding mergers, acquisitions, 

alliances, joint ventures and service provider arrangements. 
 
Administration of Program 
 

• The County Administrator (the governing body, an appropriate committee of the governing 
body or a designated employee at the level of senior management) shall be responsible for 
the development, implementation, oversight and continued administration of the Program. 

• The Program shall train staff, as necessary, to effectively implement the Program; and 
• The Program shall exercise appropriate and effective oversight of service provider 

arrangements. 
 
Oversight of the Program 
 
 1.   Oversight of the Program shall include: 
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a. Assignment of specific responsibility for implementation of the Program to the 
city/town/county manager or administrator; 

b.  Review of reports prepared by staff regarding compliance; and 
c. Approval of material changes to the Program as necessary to address changing risks of identity 

theft. 
 

 2.   Reports shall be prepared as follows: 
 

a. Staff responsible for development, implementation and administration of the Program shall 
report to The Board of Supervisors  (the governing body, an appropriate committee of the 
governing body or a designated employee at the level of senior management) at least annually 
on compliance by the organization with the Program. 

b.  The report shall address material matters related to the Program and evaluate issues such as: 
  

• The effectiveness of the policies and procedures in addressing the risk of identity 
theft in connection with the opening of covered accounts and with respect to 
existing covered accounts; 

• Service provider agreements; 
• Significant incidents involving identity theft and management’s response; and 
• Recommendations for material changes to the Program. 

 
Oversight of Service Provider Arrangements 
 
  In the event the locality engages a service provider to perform an activity in connection with 
one or more accounts, it will take the following steps to ensure the service provider performs its 
activity in accordance with reasonable policies and procedures designed to detect, prevent, and 
mitigate the risk of Identity Theft: 
 

• Require, by contract, that service providers have such policies and procedures in place; 
and  

• Require, by contract, that service providers review the locality’s Program and report 
any Red Flags to the Program Administrator. 

 
Duties Regarding Address Discrepancies 
 
The locality shall develop policies and procedures designed to enable the organization to form a 
reasonable belief that a credit report relates to the consumer for whom it was requested if the 
organization receives a notice of address discrepancy from a nationwide consumer reporting agency 
indicating the address given by the consumer differs from the address contained in the consumer 
report. 
 
The locality may reasonably confirm that an address is accurate by any of the following means: 
 

1.  Verification of the address with the consumer; 
2.  Review of the utility’s records; 
3.  Verification of the address through third-party sources; or 
4.  Other reasonable means. 

 
If an accurate address is confirme d, the locality shall furnish the consumer’s address to the nationwide 
consumer reporting agency from which it received the notice of address discrepancy if: 
 

1.  The organization establishes a continuing relationship with the consumer; and 
2.  The organization, regularly and in the ordinary course of business, furnishes information to 

the consumer reporting agency.  
 

This model policy was developed, based on the samples that the Kentucky League of Cities provided, 
along with the sample from LeClair Ryan, attorneys.  In addition, several other local government 
associations’ documents were evaluated.  VML expresses its appreciation for the work of the groups to 
publish a program to base this model on.  For questions or comments, please contact Mark Flynn at 
VML: mflynn@vml.org 804-523-8525. 
 
Supervisor Wyche moved, seconded by Supervisor Brown, to adopt the model policy.  All 
were in favor.   
 

Moving forward, Mr. Johnson announced that included in the agenda for their consideration was a 
policy which addressed acceptable use of the county’s computer system.  Heretofore, the county 
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has had no written policy on use of its system, so he asked Mrs. Sandi Plyler, Information 
Technology Manager, to develop one.  The policy was very similar to one adopted by the City of 
Franklin.  It essentially limited use of the system to support of defined job duties and legitimate 
county business.  It further required each employee to sign an agreement to abide by the policy.  
He noted that Mrs. Plyler was not feeling well and could not be here this evening.   
 
The policy is as follows: 
 

ACCEPTABLE COMPUTER SYSTEM USE 
 
 The purpose of telecommunications technology in Southampton County is to support research, 
communication, and education, and to provide access to unique resources and opportunities for 
collaborative work.  The use of the County's computer network, including Internet access, must be in 
support of an employee's job and consistent with the objectives of Southampton County as set for by 
the Board of Supervisors.  This policy applies to all users of Southampton County's electronic 
information, services, and networks. 
 
 The Southampton County Board of Supervisors provides a computer system, including the 
Internet.  The term computer system includes hardware, software, data, communication lines and 
devices, terminals, printers, CD-ROM devices, tape drives, servers, mainframe and personal 
computers, the Internet and other internal or external networks. 
 
 All use of the County's computer system must be (1) in support of defined job duties, or (2) for 
legitimate County business.  Use of the computer system is a privilege, not a right. Any 
communication or material used on the computer system, including electronic mail or other files 
deleted from a user’s account, may be monitored or read by County officials. 
 
 All employees are responsible for immediately reporting access to or receipt of any 
pornography, obscenities, or other illegal or inappropriate materials.  These reports should be made to 
your immediate supervisor. 
 

The County Administrator shall establish administrative procedures, for the Southampton 
County Board of Supervisors’ approval, containing the appropriate uses, ethics and protocol for the 
computer system.  The procedures shall include : 

(1)  a prohibition against use by County employees of the County’s computer equipment and 
communications services for sending, receiving, viewing or downloading illegal material via 
the Internet;  

(2)  provisions, including the selection and operation of a technology protection measure for the 
County’s computers having Internet access to filter or block Internet access through such 
computers, that seek to prevent access to  
(a) child pornography as set out in Va. Code  § 18.2-374.1:1 or as defined in 18 U.S.C. § 2256; 
(b)  obscenity as defined by Va. Code § 18.2-372 or 18 U.S.C. § 1460; and 

(3)  provisions establishing that the technology protection measure is enforced during any use of 
the County's computers by minors;  

(4)  provisions establishing that the online activities of employees may be monitored; 
(5)  provisions designed to prevent unauthorized online access by employees, including “hacking” 

and other unlawful activities by employees online; 
(6)  provisions prohibiting the unauthorized disclosure, use, and dissemination of personal 

information regarding employees; 
 

 Each employee shall sign the Acceptable Computer System Use Agreement, before using the 
County’s computer system.  The failure of any employee to follow the terms of the Agreement, this 
policy or accompanying regulation may result in loss of computer system privileges, disciplinary 
action, and/or appropriate legal action. 
 
 The Southampton County Board of Supervisors is not responsible for any information that may 
be lost, damaged or unavailable when using the computer system or for any information retrieved via 
the Internet.  Furthermore, the Southampton County Board of Supervisors will not be responsible 
for any unauthorized charges or fees resulting from access to the computer system.   
 
 

Legal Refs: 18 U.S.C. §§ 1460, 2256. 
47 U.S.C. § 254. 

 
Code of Virginia, 1950, as amended, §§ 18.2-372, 18.2-374.1:1, 18.2-390, 22.1-70.2, 
and 22.1-78. 
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ACCEPTABLE COMPUTER SYSTEM USE 
 
 All use of Southampton County’s computer system shall be consistent with the Southampton 
County Board of Supervisors’ goals facilitating resource sharing, innovation, and communication.  The 
term computer system includes hardware, software, data, communication lines and devices, terminals, 
printers, CD-ROM devices, tape drives, servers, mainframe and personal computers, the Internet and 
any other internal or external network. 
 
Computer System Use-Terms and Conditions: 
 

1.  Acceptable Use.  Access to the County's computer system shall be (1) in support of defined 
job duties, or (2) for legitimate County business. 
 

2.  Privilege.  The use of the County's computer system is a privilege, not a right. 
 

3.  Unacceptable Use.  Each user is responsible for his or her actions on the computer system.  
Prohibited conduct includes: 
 

- using the network for any illegal activ ity, including violation of copyright or other 
contracts, or transmitting any material in violation of any federal, state or local law. 

 
- sending, receiving, viewing or downloading illegal material via the computer system. 

 
 - unauthorized downloading of software. 
 
 - downloading copyrighted material for unauthorized use. 
 
 - using the computer system for private financial or commercial gain. 
 
 - wastefully using resources, such as file space. 
  
 - gaining unauthorized access to resources or entities. 
  

- posting material authorized or created by another without his or her  consent. 
 
 - using the computer system for commercial or private advertising. 
 

- submitting, posting, publishing or displaying any obscene, profane, threatening, illegal 
or other inappropriate material. 

 
- using the computer system while access privileges are suspended or revoked. 

 
- vandalizing the computer system, including destroying data by creating or spreading 

viruses or by other means. 
  

4.  Network Etiquette.  Each user is expected to abide by generally accepted rules of etiquette, 
including the following: 
 
 - Be polite. 
 - Users shall not forge, intercept or interfere with electronic mail messages. 
           - Use appropriate language.  The use of obscene, lewd, profane, threatening or 

disrespectful language is prohibited. 
- Users shall not post personal contact information, including names, home,  work 

addresses, telephone numbers, or photographs, about themselves or others. 
-  Uses shall respect the computer system’s resource limits.   
-  Users shall not post chain letters or download large files.   

 - Users shall not use the computer system to disrupt others. 
 - Users shall not read, modify or delete data owned by others. 
 

5.  Liability.  The Southampton County Board of Supervis ors makes no warranties for the 
computer system it provides.  The Southampton County Board of Supervisor’s shall not be responsible 
for any damages to the user from use of the computer system, including loss of data, non-delivery or 
missed delivery of information, or service interruptions.  The County denies any responsibility for the 
accuracy or quality of information obtained through the computer system.  The user agrees to 
indemnify the Southampton County Board of Supervisors for any losses, costs or damages incurred by 
the Southampton County Board of Supervisors relating to or arising out of any violation of these 
procedures. 
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6.  Security.  Computer system security is a high priority for the County.  If any user identifies 

a security problem, the user shall notify their immediate supervisor or system administrator 
immediately.  All users shall keep their passwords confidential and shall follow computer virus 
protection procedures. 

 
7.  Vandalism.  Intentional destruction of any part of the computer syste m through creating or 

downloading computer viruses, other malicious software or by any other means is prohibited.   
 

8.  Charges.  The County assumes no responsibility for any unauthorized charges or fees as a 
result of using the computer system, including telephone or long-distance charges. 
 

9.  Electronic Mail.    The County's electronic mail system is owned and controlled by the 
County.  The County may provide electronic mail to aid employees in fulfilling their duties.  Electronic 
mail is not private.  The electronic mail of employees may be monitored and accessed by the County.  
Unauthorized access to an electronic mail account by any employee is prohibited.  Users shall be held 
personally liable for the content of any electronic message they create.  Downloading any file attached 
to an electronic message is prohibited unless the user is certain of that message’s authenticity and the 
nature of the file. 
 

10.  Enforcement.  Software will be installed on the County's computers having Internet 
access to filter or block Internet access through such computers to pornography and obscenity.  Any 
violation of these regulations shall result in loss of computer system privileges and may also 
result in appropriate disciplinary action, as determined by Southampton County Board of 
Supervisors policy, or legal action. 
__________________________________________________________________________________ 
 
Legal Refs: 18 U.S.C. §§ 1460, 2256. 
  47 U.S.C. § 254. 
 

Code of Virginia, 1950, as amended, §§ 18.2-372, 18.2-374.1:1, 18.2-390, 22.1-70.2 
and 22.1-78. 

    
 
 
 
 
 
      
 
   

ACCEPTABLE COMPUTER SYSTEM USE 
 
Dear Employee: 
 
 The Southampton County Board of Supervisors offers you the use of electronic 
communications through Southampton County's computer system as a tool to be used for work related 
purposes. 
 
 It is important that you read the enclosed policies, administrative regulation and agreement 
form.  The County takes precautions to prevent access to inappropriate material.  You are responsible 
for immediately reporting access to or receipt of any pornography, obscenities, or other illegal or 
inappropriate materials.  These reports should be made to your immediate supervisor or the 
system administrator. 
 
 Attached to this letter are the Acceptable Computer System Use Policy and Regulation and the 
Acceptable Computer System Use Agreement which you must sign before you may use the computer 
system.  Please review these materials carefully before signing the required agreement. 
 
Sincerely, 
  
 
County Administrator 
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ACCEPTABLE COMPUTER SYSTEM USE AGREEMENT 
  

Each employee must sign this Agreement as a condition for using Southampton County's 
computer system.  Read this Agreement carefully before signing. 
 
 If you have any questions about this policy or regulation, contact your supervisor or the system 
administrator. 
 
 I understand and agree to abide by Southampton County's Acceptable Computer System Use 
Policy and Regulation.  I understand that the County may access and monitor my use of the computer 
system, including my use of the Internet, e-mail and downloaded material, without prior notice to me.  
I further understand that should I violate the Acceptable Use Policy or Regulation, my computer 
system privileges may be revoked and disciplinary action and/or legal action may be taken against me.   
 
 
Employee Signature _________________________Date ___________________ 
 
 
The Board indicated that Mrs. Plyler did an outstanding job in developing the policy and they were 
in favor of adopting it.       
 
Supervisor Wyche moved, seconded by Vice-Chairman Young, to adopt the policy.  All were 
in favor.   
 
Moving to the status report on the Virginia Resources Authority bond sale (PPEA financing), Mr. 
Johnson announced that at their places was a press release from Virginia Resources Authority 
dated November 21, 2008.  Southampton County’s final numbers were as follows: 

 
Mr. Johnson advised that the numbers came back a little more favorable than projected.  As a 
result,  the increases in the real estate tax were now projected to be more favorable than projected 
back in October.  In October, he projected the real estate tax to increase 3 cents in 2011, increase 3 
cents in 2012, and increase 1 cent FY 2013.  Now he projected the real estate tax to increase 1 cent 
in FY 2011, increase 3 cents in FY 2012, and increase 2 cents in FY 2013.    
 
Mr. Johnson announced that our auditor, Creedle, Jones & Alga, P.C., had indicated that our 
annual financial report presently overstated the accounts-receivable in our enterprise fund by 
almost $15,000 based upon a number of old accounts for which there was little hope that we would 
ever collect.  Included in the agenda was a spreadsheet containing approximately 75 water and 
sewer accounts, all of which have been disconnected for 3 years or more.  Despite diligent 
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attempts by our staff to collect the accounts, most of them were now deemed uncollectable for 
various reasons (deceased, moved into a nursing home, moved out of state, moved with no 
forwarding address, etc.).  The collective principal sum of the accounts was slightly more than 
$6,000, but with the accrued penalties and interest, was reflected in our annual audit as an 
accounts receivable of almost $15,000.  He advised that it was the recommendation of our auditor 
that the Board write the accounts off as bad debt to avoid overstating the enterprise revenues in the 
annual audit.  Notwithstanding this action, should any of these customers ever return to open 
another account, we would collect all charges, penalties, and accrued interest through the date the 
Board writes off the debt.   
 
The spreadsheet of uncollectable accounts is as follows: 
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Mrs. Julia Williams, Finance Director, clarified for Vice-Chairman Young that a lot of the 
accounts were those of rental properties.  They had waited this long in hopes that they could 
collect the debt.   
 
Supervisor West moved, seconded by Vice-Chairman Young, to write off the aforementioned 
accounts as bad debt.  All were in favor.   
 
Moving forward, Mr. Johnson announced that as they may be aware, the Tararra Swim Club 
disbanded in the mid-1990’s, leaving two parcels of real property unattended in the Town of 
Boykins off of Bryant Avenue, adjacent to the Town of Boykins’ Park.  Mayor Spier Edwards had 
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been working with Attorney Railey for the last several years to acquire the property on behalf of 
the town.  Prior to conveyance of the property, it was his understanding that it was necessary for 
the Board to abate the outstanding delinquent taxes – according to Mr. David Britt, Treasurer, the 
total amount on both parcels with accrued penalties and interest was $3,188.98.  A copy of the 
survey was included in the agenda as well as a summary of the delinquent taxes on both parcels.  
The town had indicated a willingness to convey an easement to Southampton County assuring our 
continued access to the well site on parcel 16A.   
 
Mayor Spier Edwards advised that the Town of Boykins would pay half of the $500 legal fees.  
The property was a hazard, and with this abatement of taxes, they could level the property and 
make it more beneficial to the Town.   
 
Vice-Chairman Young moved, seconded by Supervisor Felts, to abate the delinquent taxes 
on tax map parcels 112A (5) BK 6 – 16C and 16E.  All were in favor.   
 
Regarding miscellaneous issues, Mr. Johnson announced that included in the agenda was copied 
correspondence from Robert Crouch, on behalf of Governor Kaine, declining the Board’s request 
for matching state funds to assure a careful and thorough review of all potential impacts of 
developing an outlying landing field at any of the three potential sites in Southside Virginia.   
 
Mr. Johnson advised that WHRO had announced the date of its 2009 Pioneer Awards banquet – 
February 28 at the Williamsburg Lodge.  He asked those planning to attend to please mark their 
calendars now.   
 
Mr. Johnson informed that on November 18, representatives of the Timmons Group, Mid-Eastern 
Builders, and Mr. Randolph met with the residents of Camp Parkway that would be affected by 
construction of the gravity sewer line to Riverdale Elementary.  The purpose of the meeting was to 
share the project timeline, the anticipated impacts, the mandatory connection requirements for 
those to whom it applied, and to answer questions.  Attendance was fair, with approximately 50% 
of the households represented.   
 
Mr. Johnson stated that included in the agenda was a copy of the annual report for the Chowan 
Basin Soil and Water Conservation District.   
 
Mr. Johnson advised that included in the agenda was a copy of the official abstract of votes for the 
general election of November 4, 2008.   
 
Mr. Johnson reported that included in the agenda were copies of the following environmental 
public notices: 
 

1) From the Virginia Department of Health, Office of Drinking Water, a copy of a 
Notice of Violation issued to the Girl Scout Council of Colonial Coast for 
exceeding the primary maximum contaminant level for total coli form bacteria at 
Camp Darden in October; 

2) From the Virginia Department of Environmental Quality, notice of an application 
by Valley Proteins to renew its permit for groundwater withdrawal for up to 27,671 
gallons per day; 

3) From the Virginia Department of Health, Office of Drinking Water, a copy of a 
Notice of Violation issued to the Town of Courtland for exceeding the primary 
maximum contaminant level for fluoride during the last calendar year;   

4) From the Virginia Department of Health, Office of Drinking Water, a copy of a 
Notice of Violation issued to the Town of Capron for exceeding the maximum 
contaminant level for total coli form bacteria dur ing the month of October 2008; 
and 

5) From the Virginia Department of Environmental Quality, notice of an application 
by Bayville Golf Club to renew its permit for groundwater withdrawal for up to 
28,219 gallons per day.     

 
Mr. Johnson informed that included in the agenda were copies of the following incoming 
correspondence: 
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1) From Regent University, a note of thanks for your support of their Salute to 
Teachers event in September; 

2) From the Backwater Nottoway River keeper Program, a note of thanks for your FY 
2009 appropriation;  

3) From the Branchville Volunteer Fire Department, copied correspondence to Sheriff 
Francis regarding calibration of their radiological monitoring kit; 

4) From the Virginia Department of Corrections, a note of thanks for his (Mr. 
Johnson’s) attendance at their Community Public Safety Forum on October 21; 

5) From SPSA, copied correspondence to the SPSA Board regarding a leach ate leak 
at the regional landfill on September 29, 2008; 

6) From the Virginia Waste Industries Association, copied correspondence offering to 
meet informally to discuss long-term solid waste disposal options; 

7) From Reemerge Holdings, LLC, a note of thanks to he (Mr. Johnson) and 
Chairman Jones for meeting with them to discuss their proposal to privatize the 
SPSA system; 

8) From the U.S. Department of Justice, correspondence advising that the Attorney 
General does not object to our recent creation of a central absentee precinct for 
November elections; 

9) From the City of Portsmouth, correspondence from Mayor James Holley expressing 
serious concerns regarding the Commonwealth’s failure to maintain its 
transportation infrastructure (i.e., Jordan Bridge); 

10) From SunTrust Bank, confirmation of collateralized security of our public deposits; 
and 

11) From the Hampton Road Planning District Commission, a progress report on our 
Parks and Recreation Master Plan.   

 
Mr. Johnson noted that outgoing correspondence and articles of interest were also in the agenda.   
 
Moving to late arriving matters, Mr. Johnson announced that Section 119.1 of the Virginia 
Uniform Statewide Building Code (USBC) provided that whenever a town did not have a local 
board of building code appeals, the town council shall enter into an agreement with another local 
government to resolve any appeals which may arise from its enforcement of the Building Code.  
He advised that by letter of November 20, the Town of Boykins had requested use of the 
Southampton County Board of Building Code Appeals to hear and decide any appeals relating to 
its enforcement of Volume 3 (The Virginia Maintenance Code).  The Town of Boykins would 
reimburse Southampton County for the cost of processing any such appeals.   
 
Supervisor Wyche moved, seconded by Vice-Chairman Young, to authorize the 
Southampton County Building Code Appeals to hear and decide appeals arising from the 
Town of Boykins’ enforcement of the Virginia Maintenance Code.  All were in favor.   
 
Mr. Johnson advised that Supervisor West had just given him a letter from the Young Farmers 
Club of Ivor.  The letter stated that on May 27, 2008, the Board of Supervisors voted to postpone 
for 6 months a decision exempting the Young Farmers Club from paying real estate taxes to afford 
them the opportunity to obtain 501(c) 3 designations.  They were asking that the Board grant them 
an additional 6 months.   
 
Supervisor West moved, seconded by Supervisor Brown, to grant the Young Farmers Club 
an additional 6 months to obtain a 501(c)3 designation and come back and be considered for 
tax exemption.  All were in favor.   
 
Supervisor West advised that he was recently contacted regarding the construction of an ethanol 
plant in Northampton County, NC.  This would be good for agriculture and he requested that the 
Board send a resolution of support.   
 
Supervisor West moved, seconded by Supervisor Felts, to have the County Administrator 
prepare a resolution of support.  All were in favor.   
 
Chairman Jones stated that it was good to have Mrs. Judy English, Director of Social Services, 
back.  (Mrs. English had been recovering from surgery)  Mrs. English advised that it was good to 
be back.   
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Chairman Jones announced that it was necessary for the Board to conduct a closed meeting 
in accordance with the provisions set out in the Code of Virginia, 1950, as amended, for the 
following purposes: 
 
Section 2.2-3711 (A) (5) Discussion concerning prospective industries where no previous 
announcement has been made of the business’ or industry’s interest in locating its facilities 
in the community; 
 
Section 2.2-3711 (A) (1) Discussion or prospective candidates for appointment to Franklin-
Southampton Futures.    

 
Supervisor West moved, seconded by Vice-Chairman Young, to conduct a closed meeting for 
the purposes previously read.   
 
Richard E. Riley, Jr., County Attorney, Jay Randolph, Assistant County Administrator, Julia 
Williams, Finance Director, Julien Johnson, Public Utilities Director, and John Smolak, President 
of Franklin-Southampton Economic Development, Inc. were also present in the closed meeting.   
 
Upon returning to open session, Vice-Chairman Young moved, seconded by Supervisor 
Wyche, to adopt the following resolution: 

 
RESOLUTION OF CLOSED MEETING 

 
WHEREAS, the Southampton County Board of Supervisors had convened a closed 
meeting on this date pursuant to an affirmative recorded vote and in accordance with 
the provisions of the Virginia Freedom of Information Act; and 
 
WHEREAS, Section 2.2-3712 (D) of the Code of Virginia requires a certification by 
the Board that such closed meeting was conducted in conformity with Virginia law. 
 
NOW, THEREFORE, BE IT RESOLVED that the Southampton County Board of 
Supervisors hereby certifies that, to the best of each member’s knowledge, (i) only 
public business matters lawfully exempted from open meeting requirements by 
Virginia law were discussed in the closed meeting to which this certification 
resolution applies, and (ii) only such public matters as were identified in the motion 
convening the closed meeting were heard, discussed and considered by the 
Southampton County Board of Supervisors. 
 
  Supervisors Voting Aye: Dallas O. Jones 
      Walter L. Young, Jr. 
      Walter D. Brown, III 
                                                                  Anita T. Felts 

       Ronald M. West 
      Moses Wyche  

 

The motion passed unanimously.   
 
There being no further business, the meeting was adjourned at 7:24 PM.   
 
 
______________________________ ______________________________ 
Dallas O. Jones, Chairman   Michael W. Johnson, Clerk 
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